**Penetration Test Agreement**

This agreement is made as of **28/04/2022**(in the format DD/MM/YYYY) By and between: **Robert Lothian**, located in FULL ADDRESS; hereafter referred to as ‘**Robert’** and **Glasgow Clyde College**; represented by **Paul Dorman**, hereafter referred to as the ‘customer’.

With regard to the Penetration Test, the customer hereby acknowledges and agrees:

1. That **Robert** will perform a Penetration Test, which will consist of a partially automated test that will attempt to remotely identify security vulnerabilities and/or any software misconfiguration on one or more computer systems owned and/or operated by the customer.
2. That the customer has the legal right to subject the designated computer system to the aforementioned Penetration Test and that if it is not the owner of the computer system it has obtained such right from the legal owner of the system.
3. Not to hold **Robert** liable for any indirect, special, incidental, or consequential damage, which will include but not be limited to loss of business, revenue, profits, use, or data, however it may arise.
4. That it has the sole responsibility for adequate protection and backup of data and/or equipment used in connection with this Penetration Test and will not make a claim against **Robert** for lost data, backup restoration time, inaccurate output, work delays or lost profits resulting from the Penetration Test.
5. That **Robert** will not divulge any information about the customer's network it received as a result of this Penetration Test. All results are confidential and belong to the customer.
6. That it should recognise that the results of this test will provide a reasonably accurate view of the current security level of the tested computer system(s), **Robert** cannot be held responsible if the Penetration Test fails to discover certain security or configuration issues on the target computer system(s).
7. The customer’s systems will respond in a normal fashion when they detect the Penetration Test in its firewall logs, alert systems, etc as it would do in the case of a real security penetration; this is so that it will not distort the results of the test. However, the customer agrees not to notify legal or public authorities of this penetration.

The customer requests **Robert** to perform the Penetration Test on the following IP address/es under the aforementioned conditions: **192.168.1.0/24**

Customer signature**:**

**Robert Lothian** signature: Robert Lothian